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Introduction

Introduction

This document provides a number of example applications for the use of Siemens
Gigaset devices for local networks. It describes the most frequently used of the variety
of options that these Siemens products offer you.

This chapter provides an overview of the various network configurations and possible
applications. The following chapters provide more detailed descriptions of how to use
these options.

Please note:

& The user interfaces depicted in this guide may differ from those on your screen
because of the settings you have made. For Windows screens, the default state
has been presented. There may also be minor differences due to different update
cycles of user interface and this manual.

# In the examples we assume that the Gigaset network components have been
installed and configured as per the corresponding operating instructions.

& This document is not part of the official package. It does not give rise to any legal
rights.

Trademarks
Microsoft, Windows 98, Windows 98 SE, Windows ME, Windows 2000, Windows XP and
Internet Explorer are registered trademarks of the Microsoft Corporation.

Super G is a registered trademark of Atheros Communications, Inc.




Introduction

Local networks with Gigaset products

You can use Siemens Gigaset WLAN devices to set up a local network, e.g. a home net-
work. All the PCs in this network can communicate with each other and have access to
the Internet. The PCs can run on Windows 98, Windows ME, Windows 2000 or Windows
XP. Gigaset Routers e.g. the Gigaset SE551/WLAN dsl/cable have an interface to enable
Internet access, so that you can connect a DSL or cable modem for Internet access (WAN

interface).

Gigaset SE551 WLAN dsl/cable - Internet )

NV

Windows ME odem

Windows 2000

Windows XP Windows 98 SE

You can set up the network in a number of ways. You can

& Use a Gigaset SE551 WLAN dsl/cable to set up a wired local network (see page 5).

& Use the Gigaset SE551 WLAN dsl/cable to set up a local network comprising wireless
and wired network components (see page 8).

® Use the wireless network adapters Gigaset PC Card 108, a Gigaset USB Adapter 108
or a Gigaset USB Stick 108 to set up a wireless network without routers, i.e. connect
PCs directly with each other (see page 6), or connect PCs to a Gigaset SE551 WLAN
dsl/cable (see page 7).

# Use one or more Gigaset WLAN Repeaters to extend the range of your wireless local
network (see page 10).
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Wired local network (Ethernet)

In a wired local network the PCs are linked via an Ethernet cable. The Siemens Gigaset
SE551 WLAN dsl/cable has four Ethernet LAN ports for connecting four PCs. The PCs
must have an Ethernet network adapter that is connected via an Ethernet cable to a LAN
port on the router. New PCs frequently come supplied with such a socket. You can buy
Ethernet cables (CAT-5) from specialist retailers.

The WAN interface on the Gigaset SE551 WLAN dsl/cable allows all PCs in the network
to access the Internet simultaneously. To use this feature you will need the access data
from an Internet Service Provider, e. g. T-Online.
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Wireless local network (WLAN)

In a wireless local network (WLAN), the PCs are linked to each other via a wireless con-
nection. The PCs must be equipped with a wireless network adapter (e.g. the Gigaset PC
Card 108 or Gigaset USB Adapter).

We generally differentiate between two types of wireless networks:
¢ ad-hoc mode
& infrastructure mode

Ad-hoc network

Ad-hoc networking is a new concept in network communications that is rapidly gaining
in popularity. Ad-hoc networks do not have any fixed network infrastructure. The mobile
network components that communicate with each other directly and without wire con-
nections form the network "ad-hoc", i.e. as and when required. All the stations on the
network have the same rights. Ad-hoc networks are used wherever communications
networks have to be set up quickly and without any existing network infrastructure and
where the participants are on the move.

An ad-hoc network is a wireless network set up without using a router.

L
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Introduction

Infrastructure Network

The infrastructure mode is used to connect wireless and wired networks with each
other. In addition to the mobile stations, the infrastructure mode needs an access point,
also known as a base station. In infrastructure mode, the stations on the network always
communicate with each other via an access point. Unlike the ad-hoc mode, the access
point sets up the wireless network on a permanent basis, and every station that wants
to be part of the wireless network has to register with the access point before it is
allowed to exchange data. Using an access point also extends the range of the wireless
network.

The access point establishes the connection from the mobile stations of a wireless net-
work to a wired LAN (Ethernet) or to the Internet. In this case, this is referred to the
router functionality of the device. The access point sends data packets that are not
addressed to stations in its network "outside" and passes data packets coming from "out-
side" to the appropriate station in its network.

The Gigaset SE551 WLAN dsl/cable is such an access point. You can use it for connecting

& wireless linked PCs to the Internet and

& connect PCs with a wireless connection to a wired network.

Infrastructure mode is the standard configuration for the Gigaset SE551 WLAN dsl/
cable. This configuration is described in the quick guide enclosed with the router.
Connecting wireless networks to the Internet

The Gigaset SE551 WLAN dsl/cable has a WAN interface that permits simultaneous
access of all the stations to the Internet. To use this feature, you will need a DSL or cable
connection from an Internet Service Provider. Please check whether your Internet Serv-
ice Provider supports parallel access by several PCs.

Internet
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Introduction

Linking a wireless network (WLAN) to a wired network (LAN)

A major advantage of wireless networks is their ability to work easily with existing wired
networks. You can set up a wireless network to link mobile stations with an existing
wired network. This requires all the stations in the wireless network to work in infra-

structure mode.

The Gigaset SE551 WLAN dsl/cable has four Ethernet interfaces (LAN ports). Up to four
PCs can be connected directly to these LAN ports. These PCs also access the Internet via
the Gigaset SE551 WLAN dsl/cable.

Please note:

You can also connect an Ethernet router to a LAN port, providing access to a larger
wired network. If you want to connect the Gigaset network to an existing network, a
variety of settings need to be taken into account. Therefore we cannot provide a gen-
eral example for this use; the configuration depends greatly on the networks in ques-
tion. We advise having configuration of such a network carried out by an expert.
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Extending a wireless network using a repeater

You can use a repeater, e.g. the Gigaset WLAN Repeater 108 to extend the coverage of
your wireless network. To do this, set it up at the limit of the range of your wireless net-
work. The Gigaset WLAN Repeater will now transmit data traffic into its own wireless
area. This technology allows you to set up wireless networks that cover a much larger
area than would be possible with the Gigaset SE551 WLAN dsl/cable alone.

Internet

PCs to be connected in a wireless local network via a Gigaset WLAN Repeater must be
equipped with a wireless network adapter.
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Roaming

In a wireless network with several repeaters, roaming allows the connected subscribers
(PCs) to move freely between the different repeaters without breaking their contact
with the access point. As soon as there is a risk of losing contact, the PC automatically
searches for another repeater with a stronger signal. This allows you to set up wireless
networks that cover a much larger area than would be possible with just a single access
point (and a single additional repeater). Multiple repeaters also allow more subscribers
to be served simultaneously. The main area of application for WLANSs with roaming is on
large company sites and in universities.

Repeater

Access fi,
point

Ethernet

In a roaming network, all the users must use the same SSID and encryption. The access
point must be connected to a wired network (Ethernet). For details, refer to the operat-
ing instructions on the CD supplied.

10
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Possible uses

No matter which type of network you have opted for, Gigaset products for local net-
works offer a wealth of uses.
& Shared use of files
You can use your Gigaset SE551 WLAN dsl/cable or a PC in the network as a file
server.
All central data are then
— stored in a bulk memory connected directly to the USB interface on your Gigaset
SE551 WLAN dsl/cable
— orin the data system of a PC in the network.

Users on other PCs can hook up folders or entire drives on this file server to their own
PCs and work with them as if they were actually on their local PC. Various access
rights can be assigned.

How to connect a bulk memory to the Gigaset SE551 WLAN dsl/cable and use it in
the network is described in the device's user guide.

How to release files on one PC for access to users on other PCs is described in Chapter
"Releasing files and printers for shared use™:
— for Windows XP from page 21
— for Windows 2000 from page 32
— for Windows 98, 98 SE, ME from page 46
How to make released files on other PCs available on your PC is described in Chapter
"Using released files and printers":
— for Windows XP from page 53
— for Windows 2000 from page 58
— for Windows 98, 98 SE, ME from page 66
& Shared use of printers
Printers can be made available to PCs in the network in two ways:
— directly via the USB interface on your Gigaset SE551 WLAN dsl/cable
— via the PC on the network to which the printer is connected
All users can print their files at these printers.
Being directly connected to the Gigaset SE551 WLAN dsl/cable offers the advantage
that the printer is always available without having to ensure that a specific PC is

switched on. How to connect a printer to the Gigaset SE551 WLAN dsl/cable and use
it in the network is described in the device's user guide.

How to release a printer on one PC is described in Chapter "Releasing files and print-
ers for shared use™:

— for Windows XP from page 23
— for Windows 2000 from page 36
— for Windows 98, 98 SE, ME from page 47

11
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How to make the printer connected to another PC available on your PC is described
in Chapter "'Using released files and printers" on page 49":

— for Windows XP from page 55

— for Windows 2000 from page 61

— for Windows 98, 98 SE, ME from page 69

Controlled access to the Internet

You want to prevent users accessing particular Internet services or children having
access to any Internet pages at all. With the Gigaset Routers you can

— completely isolate PCs from the Internet.

— restrict access to Internet services,

— prevent access to particular web domains or Internet sites.

Protecting local networks from unauthorised access

To protect your network from unauthorised access, you can for example

— set up access control for wireless users,

— set data encryption (only on wireless networks).

Running games, conferences and telephony via the Internet

The Gigaset SE551 WLAN dsl/icable comes programmed with a comprehensive fire-
wall functionality that protects your local network against unauthorized access from
the Internet. Some applications however, such as games, video conferences, Inter-
net telephony etc., require the possibility of external access from the Internet to local
applications. The normal configuration of the router does not permit "external”
access and supports only those Internet applications that do not need more than
one connection (e.g. file transfer, email ...).

Making your own server available on the Internet

Advanced Internet users might like to set up a Web server of their own so that they
can have their own home page or other offerings on the Internet. This requires a par-
ticular configuration for the Gigaset SE551 WLAN dsl/cable.

You will find information regarding the configuration of the four above-named func-
tions of your Gigaset SE551 WLAN dsl/cable in the device's user guide.

12



Releasing files and printers for shared use

Releasing files and printers for shared use

A very common function of local networks is to allow the shared use of files and print-
ers. Users can access from any PC on the network those files made available by another
PC on that network, or they can print their files via a printer administered on another PC.

This chapter describes what steps you must carry out to release files and printers for net-
work usage. It assumes that the network cards or wireless network adapters have
already been installed in the PCs and that the PCs are either connected via a router or
directly via an ad-hoc network.

The following steps are necessary before files and printers can be shared on the net-
work:

& The network has to be set up on all the computers. The Internet protocol (TCP/IP) has
to have been set as the connection method.

& All PCs have to have been assigned to the same network (workgroup).

& Users who want to make their files or printer available have to release them on
their PC.

& After that, users who want to use other users' files or printers can make them avail-
able on their PC. This is described in Chapter "Using released files and printers" from
page 49.

13



Releasing files and printers for shared use

Network configuration, release and use differ depending on the Windows operating
system used.

Please note:

If you are using Windows 2000 on your network, you have to set up for all users who
are to have access to resources on a Windows 2000 PC the appropriate user IDs on the
Windows 2000 PC and their own PCs.

The following table provides an overview as to where you can find the relevant informa-
tion.

Windows XP | Windows Windows 98
2000
Setting up the network page 15 page 24 page 37
Releasing your files page 21 page 32 page 46
Releasing your printers page 23 page 36 page 47
Setting up user names page 50 page 29 page 63
Using files on other PCs page 53 page 58 page 66
Using printers on other PCs page 55 page 61 page 69

14



Releasing files and printers for shared use

Making your own files and printers available (Windows XP)

To release files or printers on a PC with Windows XP for other users on the network:
Configure the network (see below).
Select computer names and workgroup (see page 18).

1

2

3. Accept network settings (see page 19).

4. Close installation procedures (see page 20).
5

Release files and printer (see page 21).

Configuring the network

Configuring the network in this case means selecting Internet connection as the con-
nection method. You can do this with the network wizard.

Launching the network wizard
Launch the network wizard as follows:
=>» Open the Control Panel and then Network and Internet Connections.

B Control Panel

File Edit View Favorites Tools Help

Q- - & pSearch [ Folders | [F23]+

Address B’ Control Panel

-ﬂ" Control Panel Pick a category

T <
-

See Also

™ Appearance and Themes Printers and Other Hardware

& windows Update e | >
@) Help and Suppart Network and Internet Connections o User Accounts
-

Add or Remove Programs A Dat!a. Time, Language, and Regional
Options

€ Other Contral Panel
Options

- ""’) Sounds, Speech, and Audio Devices Accessibility Options

— v Performance and Maintenance

15



Releasing files and printers for shared use

=> Now select Set up or change your home or small office network.

B Neiwork and Internet Connections

File Edit \View Favorites Tools Help

@Eack © O @ pSearch &f—: Folders v

fddress |[@ Hetwork and Internet Carnections

.-""‘ Network and Internet Connections
-

See Also
& My Network Places

53 Prinkers and Other Pick a task_ "

Hardware
%3 Remote Deskiop _ .
L Phane and Modem Options E| Set up or change your Internet connection
[3] create a connection to the network at your workplace

Troubleshooters [3] set up or change your home or small office network

Home: or Small OFfice:
MNetwarking

| MR e or pick a Control Panel icon

[7) Metwork Disgrostics

" . - .
WI"  Internet Options » Network Connections
-

This launches the network wizard.
=> Skip the welcome screen and the checklist by clicking Next each time.

16



Releasing files and printers for shared use

Selecting Internet connection as connection method
You will be prompted to select a connection method.

=> Select Other and confirm with Next.
You will now see a screen listing various connection methods.

Metwork Setup Wizard
Select a connection method. %

Select the statement that best describes this computer:

(%) Thiz computer cannects directly to the Internet. The other camputers on my netwark connect
to the Internet through thiz computer.

Wiew ah exanmple.

) This computer connects to the Intemnet through anather computer on my network or through
a regidential gateway.
Wiew ah example.

) Other

Learn mare about home or small office network, configurations.

< Back ” Mext > l[ Cancel

=>» Select This computer connects directly to the Internet. The other computers on
my network connect to the Internet through this computer and click Next.

=> |n the next window select your network adapter and click Next.

=> Skip the message This network configuration is not advisable with Next.

17



Releasing files and printers for shared use

Selecting computer names and workgroup

Now you have to specify a name for the PC and assign it to a workgroup.

=>» Enter the name the PCis to appear under on the network. This name must be unique

within the network. You can complete the Computer description box or leave it
empty. Then click Next.

=> Enter a name for the workgroup the PCis to belong to. This name must be identical

for all the PC's in the network. Confirm this with Next.

Metwork Setup Wizard

Give this computer a description and name. %

Computer description: |fami|_l,.l oo |

Computer name:

The current computer name iz HAMEURG.

Examples: Family Room Computer or Monica's Computer

|HAMBUHG |
Examples; FAMILY or MOMICA

ey Metwork Setup Wizard

aften true f
IF thiz is the|

Mame your network. %

Learn mare|

18

Mame pour nebwark by specifying a workgroup name below. All computers an pour nebwaork,
zhould have the same workgroup name.

WWorkgroup name:

Exarples: HOME or OFFICE

« Back "_ et > ][ Cancel




Releasing files and printers for shared use

Checking the network settings

You will now see a screen in which you can check the settings you have made and make
any changes you want.

Network Setup Wizard

Ready to apply network settings... %

The wizard will apply the following settings. This process may take a few minutes to complete
and cannot be interrupted.

Settings:
Internet connection settings: ~
Intemet connection: Local &rea Connection
MNetwork, settings:
Computer description: farnily room 0
Computer name: HAMBURG
YWorkgroup name: FMSHOME =
To apply these settings, click Mesxt.

[ < Back l[ fext » J l Cancel ]

=> Click Back if you want to make any changes or click Next, if you want to leave them
unchanged.

19



Releasing files and printers for shared use
Completing the installation procedure

If you do not want to install any more PCs:

=>» Select Only finish the wizard, as it is not run on other computers and confirm
twice with Next.

=> Answer the prompt Do you want to restart your computer now? with Yes.

=> If you want to set up a network on other PCs with Windows XP, you can now create
a network installation disk.

=>» Select Create a network installation disk and click Next.

=>» Follow the screen instructions and insert a disk. The necessary data will now be cop-
ied. Now label the disk as Network installation.

=>» Confirm the next two screens with Next and complete the installation procedure by
rebooting the PC.

After restarting the PC, your local network is installed.

To set up the network on the other PCs with the same settings, insert the disk in the
drive and run Netsetup with a double click.

20



Releasing files and printers for shared use

Releasing files and printers

You can now release files and printers on your PC for other users on the network.

Releasing files
=> Open the Desktop and left-click the folder or drive you want to release.

=> Now select the entry Release and security with the right-hand mouse button from
the pop-up menu.

P My Computer, |;”§”2|
File Edit “iew Favorites Tools Help -ﬂ'
O Back Q @ l-ﬁ p Search uj‘ Folders v
Address Q My Computer v| &

Mame Type Total Size Free Space  Comments

0~
System Tasks L Files Stored on This Computer

Wiew system information {@shared Documents  File Folder

Iﬁ Add or remarve programs [ Administratar's D...  File Falder

[ Change asetting
Hard Disk Drives

Other Places & e Local Disk (C:) Local Disk 2,43 GB 223MB
) Local Disk. 16,1 GE 7,23GB

N My Network Places

5} My Documents Devices with Removable Storage

(i) ST B &E‘A Flappy (A:) 31%-Inch Floppy Disk

B Control Panel ()030320_1431 (£ (D Drive 634 MB 627 MB

Details

DATA (D:)
Local Disk

File System: FAT32
Free Space: 7,23 GB
Total Size! 16,1 GB

=> |n the window that now opens, select in Network release and security the options:

— Release this folder on the network and
— Network users can edit files.

21



Releasing files and printers for shared use

DATA (D:) Properties

| General | Tools | Hardware| Sharing |

You can share thiz folder with other ugers on your
netwark. To enable sharing for this folder, click Share this
folder.

() Do nat share this folder

(#) Share thiz folder

Share name: | D%

Cormrment; |Defau|t ghare

User limit: (&) Maximum allowed
() &llows this number of users:

To zet permizzions for ugers who access thiz
folder over the netwark, click Permissions.

To configure zettingz for offline access, click

Caching.

Permizzions

iy L.

Mew Share

[ (1] 4 ][ Cancel ][ Apply ]

=>» Finally assign a Share name. From now on, your drive or folder will appear on the
network under this name.

=> Use Apply to save the current settings. Click OK to close release configuration.

If a hand now appears below your folder or drive on the Desktop then you have config-
ured everything correctly.

22



Releasing files and printers for shared use

Releasing printers

=> To release printers select Printers and Faxes in the start menu.
=>» | eft-click the printer you want to release.

=> Now select the entry Sharing with the right-hand mouse button.

=>» The window for defining the printer properties will appear, and the Sharing tab is
open.

&' HP OfficeJet Properties

General | Sharing | Ports || Advanced || Security || Device 55ttings|

”'.’_‘_l_ﬂ “'ou can ghare this printer with other uzers on youwr netwaork. To
@ enable sharing for this printer, click Share this printer.

() D nat share this printer
(%) Share this printer

Share name: | HFOffice

Dirivers

If thiz printer is shared with users running different versions of
Windows, you may want to install additional drivers, so that the
uzers do not have tofind the print driver when they connect to

the shared printer.
Additional Drivers. ..

[ 0k ][ Cancel l[ Apply ]

=> Select Share this printer and assign a Share name. From now on, your printer will
be available to all the other users on the network under this name.

=> Use Apply to save the current settings. Click OK to close release configuration.

23



Releasing files and printers for shared use

Making your own files and printers available (Windows 2000)

To release files or printers on a PC with Windows 2000 for other users on the network:
1. Install the network services (see below).

2. Select computer names and workgroup (see page 26).

3. Set TCP/IP protocol (see page 27).

4. Set up users (see page 29).

5

Release files and printer (see page 32).

Installing network services

You have to install the network services before the PCs in your network can access
shared resources. Have your Installation CD to hand. Then:

=> Open the Control Panel and then open Network and Dial-up Connections.

5 Network and Dial-up Connections _ ||:||1|

J File Edit WYiew Favorites Tools Advanced  Help |
J HBack + = - | Qisearch  [yFolders  CAHistory | FERLr B ) | EER
J Address I Metwork and Dial-up Connections j @GU

. — j Mame # I Type I Status
] Make New Connection

Local Area Connection LA Mebwork cz

Netw;:irk and Dial-
up Connections

This folder contains network
connections for this computer, and
a wizard to help you create a new
connection.

To create a new connection, click
Make New Connection.

To open & connection, click its icon,

To access settings and components
of a connection, right-click its icon
and then click Properties,

Ta identify wour computer on the
network, click Mebwork,
Identification,

To add additional networking
components, click Add Metwark
Components,

Select an item ko view its
description. | |

|2 ohject{s) | |

sl

=> Select in the left-hand pane the entry Add network components.

24



=>» Select

Windows Optional Networking Components Wizard

Windows Components

Releasing files and printers for shared use

Networking services and click Next

You can add or remove components of Windows 2000,

To add or remove a component, click the checkbox. A shaded bos means that anly
part of the component will be installed. To see what's included in a component, click
Dretails.

Compaonents:

O Eg] M anagenent and Monitoring Toolz 0.8 ME ;I
™. 01 MB

O Eg] Other Metwork File and Print Services

[-|

Description:  Contains a variety of specialized, network-related services and protocols.

Tatal disk space required: 0.1 ke Dietails |
Space available on disk: 292 5 ME E——

< Back I Mest = I Cancel |

=> Insert the WIN2000 CD and click the OK button to install all the required compo-

nents.

msertisk x|
Fleaze inzert the Compact Dizc labeled WwWindows 2000 0
@ Prafessional CO-ROM" inta pour CO-ROM dive [E:] and

then click OF. Cancel
You can alzo chick OF if you want files to be copied

from an alternate location, such az a loppy disk or a

nebwnrk server.

25



Releasing files and printers for shared use
Selecting computer names and workgroup

Now you have to specify a name for the PC and assign it to a workgroup.
=> Click Network identification and then Properties

== Network and Dial-up Connections _ | E||1|

J File Edit ‘iew Favorites Tools Advanced Help |

J FBack + = - | @Search [ Folders @History ||E' E x @ | [

J Address I Metwork and Disl-up Connections j G0
| J Marne: | Tvpe | status
Make Mew Connection

=Local Area Connection LAM Metwork ce

Netw;:nrk and Dial-

up Connetions 21

This Folder contains network “fiou can change the name and the membership of this
connections for this computer, and computer. Changes may affect access to network resources.
a wizard to help vou create a new

conneckion,

To create a new connection, click

Make New Connection. Enmputer name:

To open a connection, click iks icon. harmbre

To access settings and components

of & connection, right-click its icon Full camputer name:

and then click. Properties,

hamburg.

Toidentify your computer on the
network, click Mebworl

Identification. More... |

To add additional networking

compaonents, click Add Metwork — M ember of

Components, .
= Damain:

Select an item ko view its I

description. LL
|@ 2 objeck(s)

£ warkgroup:
IWDHKGHDUF‘

ok Cancel

=> In the Computer name box, enter the name the PCis to appear under on the net-
work. This name must be unique within the network.

=> In the Workgroup box, enter a name for the workgroup. This name must be the
same for all the PCs on the network.

=>» Confirm this with OK.
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Releasing files and printers for shared use

Setting the TCP/IP protocol

The TCPIIP protocol ensures that the PCs on the network can communicate with each
other. This protocol requires certain settings which you will now make so that it can

function smoothly.

=> Right click to open Local Area Connection. In the next window click Properties.

[E2 Network and Dial-up Connections ] 4]
J File Edit View Favorites Tools  Advanced  Help |
J ‘= Back ~ = - | Qsearch [ Falders £#History | FEgLr il oY | EERS
J Address I Metwark and Dial-up Connections j WGU
= - IJ Marme | Type | Status
Make MNew Connection
o il onnection LaN Metwork ce
Network and Dial-
up Connections
Local Area Connection Properties e |

Local Area Connection

Type: LAN Connection

Status: Metwork cable unplugged

General |

Connect using:

3Com EtherLink XL 10/100 PCI For
Complete PC Management MIC
(FCA05C-T)

I B3 3Com EtherLink ¥L 104100 PCI For Complete PC Manage

Components checked are used by thiz connection;

Client for Microsoft Metwaork s
File and Printer Sharing for Microzoft Networks
Internet Pr [T Fl

Uninstal

Imztall...

Froperties

— Description

T

@7 3Com EtherLink L 107100 PCI For Complet

Trangmizzion Contral Protocol/nternet Protocal. The default
wide area network pratocol that provides communication
acrozs diverse interconnectad networks,

[ Show icon in taskbar when connected

]9 Cancel

=> In the lower section of the window, select the option Display icon in taskbar when

connected.
=> |eft-click to select Internet Protocol (TCP/IP) and click Properties.
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=> Select the entries Obtain an IP address automatically and Obtain DNS server
address automatically.

Internet Protocol {TCP/IP) Properties 2|

General

Y'ou can get 1P settings azzigned automatically if your network. supports

thiz capability. Othenwize, you need to ask your netwark, adminiztrator for
the appropriate [P zettings.

¥ Obtain an [P address automatically

—{" Use the following IP address:

[P address: I
Subnet mazk: I
[efaul gateway: I

¥ Obtain DNS zerver address automatically
—" Usze the following DMS server addresses;

Erefemed NS server: I

Sltermate NS server: I

Advanced... |
(] I Cancel |

=» Close this and the next window with OK.

Note:

You can of course define IP addresses manually. This is necessary for example in ad-
hoc networks. How to assign static IP addresses is described on page 72 onwards.
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Setting up user names

All the users who want to access resources released on your PC have to be given a user
entry. You should set up these users now so that you can assign access rights for them.

=>» Open the Control Panel and then open Users and passwords.

Lo

J File Edit Wiew Favarites Tools Help |

J 4=FBack - = - | @Search [ Folders @History ||E 0 X o | E-

Jnddress I@ Control Panel j 6o
: J MName  # IComment |
Accessibility Options  Customizes accessi.. .
e %AddIRemove Har... Installs, removes, a...
Control Panel Add,l’Remo\-'e Pro...  Inmstalls and remove. ..
e T PR

-
Users and Passwords Users and Passwords _Ill

Manages users and password:
this computer Users I Advanced I

‘Windovs Update

Use the list below to grank or deny users access to your
Windows 2000 Support

computer, and to change passwords and ather settings.

¥ Users must enter a user name and password ko use this computer,

Users For this computer:

Liser Mame | Sroup |

g Administrator Adrninistrators
Q GGuest (Guests

Add. .. Remove Properties

Mariages users and passwords fi —Password For Administrator

g To change wour password, press Ctrl-alk-Del and select

Change Password.
Set Password,., |
Ok I Cancel | Aol |

=> Select Users must enter a user name and password for this computer.
=> Click Add.
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=>» Enter a user name of your choice. This must be unique on the network. The boxes
Full name and Description can be left blank.

=>» Confirm this with Next.

Add New User x|

Enter the basic information for the new user,

Usetr narmne: I Anry
Full name: I Anny Gray
Description: I

To conkinue, click Mext.

% Back I Mext = I Canicel |

=>» Now assign a password and confirm it by entering it again. Confirm this with Next.

=> |n the next window you can define the type of access. Select Other, choose Admi-
nistrators from the selection list and click Finish.

Add New User x|
What level of access do you want ko grant this user?

" Standard user {Power Users Group)
Users can modify the computer and install programs,

but cannot read files that belong to other users,
" Restricted user {Users Group)

Users can operate the computer and save documents,
but cannot install programs of make potentially
damaging changes to the system files and settings.

+ Dther: IAdministrators j

Administrators have complete and
unrestricked access ko the
computerfdomain

< Back I Firish I Zancel |

=>» Save the settings with Apply and close user administration with OK.
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=>» |f you ever want to change your password, open this window again, select the user
name in question and click Set Password.

Users and Passwords el |
sers I.ﬁ.dvanced I
Use the list below to grant or deny users access ko your
computer, and to change passwords and other settings.
¥ Users must enter a user name and passwiord o use this computer,
Users for this computer:
User MNarme I Sroup I
lg.'!'.u:lministratu:ur Adrinistrators
g.ﬁ.nny Adrministrakors
@Guest Guests
add... Remowve Propetties
—Password For Anny
‘g To change the passwaord For anny, click Set Password,
Set Password, .. |
Ok Cancel | Appli |
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Releasing files and printers

You can now release files and printers on your PC for other users on the network.
Releasing files
=> Open the Desktop and right click the folder or drive you want to release.

=> Now select the entry Share with the left-hand mouse button from the pop-up
menu.

DATA (D:) Properties ﬂﬂ

Generall Toolz I Hardware Sharing |

network, To enable shanng for this folder, chick Share this

Q 'ou can share this folder amohg other uzers on wour
falder.

" Do nat share this folder
1% Share this folder

Share name: |D$ j
Comrment: IDefauIt zhare
L zer limit: £ b auimurn allowed

 Allow I _l? Uszers
To zet permizzions for haw users access this . |
folder aver the network, click Permiszions.

Newshare 21x|[  caching_|
==

Share Mame: || | ak l
Mew Share
Comment: | Bl |
Uszer Limik ——————————

Permissionz. ..

L

£ bavirnum Allowed cel | Apply |

= llow I 3: Users

=>» Select Share this folder and click New share.

=>» Assign a share name and, if you want, a comment of your choice. From now on, your
drive or folder will appear on the network under this name.

=>» Now click Permissions.
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Now you can assign
=> Click Add.

Permissions for

Releasing files and printers for shared use

user rights to the registered users.

Share Permizzsions |

M ame

| Add..

‘ Eweryone

Remove |

Permizsions: Al Deny
Full Cantral O
Change O
Read O

21|

0k I Cancel Ay
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=>» Select the users you created earlier and click Add.

Look in |} HaMBURG =l
M arme | It Falder | :I
€ Administrator HAMEURG
£ anny HaMBURG
€ Guest HAMEURG
Admiristratars HAMELRG
@ Backup Operators HaMBURG

Guests HAMBURG
Power Users HAMBURG
add | Check Mames
HAMEURG Ay

o]

Cancel
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In the next window you can define who should have which access rights to your PC. Nor-
mally the read only right is chosen.

=> Select a user in the upper pane, and then in the lower pane the rights you want to
assign.

2|

Share Permizsionz I

Marne | Add.

€ Anrw Gray (HAMBLURG YAnmy)
ﬁ Evemone ﬂl

Fermizsions Allow Deny
Full Cantral O
Change O
Read O

QK I Cancel Apply

=>» To save the settings you have made, click Apply and OK. Close the next window as
well with OK. Close the properties window with OK.
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Releasing printers
=> To release printers select Printers and Faxes in the start menu.

=>» Right-click the printer you want to release.
=> Now select the entry Sharing with the left-hand mouse button.

&7 HP OfficeJet LX Properties 2] x|

General  Sharing |F'|:|rts I Advancedl Securit_l,ll Device Settingsl

r“‘r‘? HP Officelet L
=l

" Mot shared
{+ Shared as: HPOffice

Diivers for different wersions of Windows

|F thig printer iz ghared with uzers running different versiong of
Windows then you will need ta install additional drivers for it.

Additional Drivers. . |

0k I Cancel Apply

=> Select Shared as and assign a share name. From now on, your printer will be avail-
able to all the other users on the network under this name.

=> |f this printer is to be accessed by users with PCs that have a different operating sys-
tem, you will have to install additional drivers. To do this click Additional drivers...
and follow the instructions.

=>» Use Apply to save the current settings. Click OK to close share configuration.
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Making your own files and printers available
(WIN 98 /98 SE /| ME)

To release files or printers on a PC with Windows 98 for other users on the network:

1. Set up PCas Client for Microsoft Networks (see page 37).
2. Select computer names and workgroup (see page 40).

3. Select type of access control (see page 40).

4.
5
6

Set TCP/IP protocol (see page 41).

. Install utilities for file and printer release (see page 44).
. Release files and printer (see page 46).

Setting up a PC as Client for Microsoft Networks

Before the PCs in your network can access shared resources, you have to define a Micro-
soft Network, i.e. all the PCs have to be configured as Clients of a Microsoft Network.
This can be done as follows:

=>» Open the Control Panel and then open Network.

=> Check whether the list of components contains the entry Client for Microsoft

Networks.
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Client for Microzoft Metworks

Microzoft Family Logon
5 3Com 3CI920 Integrated Fast Ethernet Controller [3C305C
& Dial-Up &dapter
& Siemens Gigaset PC Card 54

HENMEVE: FIOEETHES:

Client for Microzoft Metworks

If the entry exists, please continue from page 40.
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=> |f the entry does not exist, click Add.

Select Hetwork Component Type BE

Click the bype of netwark, component you want to inztall:

B G — —

=8 Adapher

i Pratocol Cancel

B S ervice -

Bl Select Metwork Client

| E Click the Metwark. Cliest that vou want ba install, then elick QK. [ pou have
=3 inztallation disk for this device, click Have Disk.

anufacturers: Metwark Clients:

L& Client for Microzaft Metwarks
Client for Metware Mebworks
Microgaft Family Logan

i Microzoft

Hawe Dizk... |

] I Cancel |

=>» Select as network component type Client and click Add.

=> Select in Manufacturers the entry Microsoft and in Network clients the entry
Client for Microsoft Networks before confirming with OK.
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Selecting computer names and workgroup

Now you have to specify a name for the PC and assign it to a workgroup.
=> In the Network window move from Configuration to the Identification tab.

=> In the Computer name box, enter the name the PC is to appear under on the net-
work. This name must be unique within the network.

=> In the Workgroup box, enter a name for the workgroup. This name must be the
same for all the PCs on the network.

=> The Description box can be left empty.

Selecting the access control

Now you can define which access rights are to be assigned to resources you want to
release.

=>» |n the Network window move from Identification to the Access control tab.

— Use the option Access control at release level to define that access to released
files or printer is to be password protected.

— The option Access control at user level defines that access is permitted only for
certain users or groups.
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Setting the TCP/IP protocol

The TCP/IP protocol ensures that the PCs on the network can communicate with each
other. This protocol requires certain settings which you will now make so that it can
function smoothly.

Checking the TCP/IP entry

=> In the Network window, check that there is a TCP/IP > entry for your network card
or network adapter in the list of components. To do this, in the Network window,
switch to the Configuration tab. If for example you are using a Gigaset PC Card 108
as the wireless network adapter, the list must contain the entry TCP/IP > Siemens
Gigaset PC Card 108.

=> |f the entry for your network card or network adapter is there, please turn to
page 41.

=> If the entry does not exist, click Add.

Select Metwork Component Type

Click the type of network component you want to install

Clignt Add...

=8 hdapter

-\:_ Frotocal Cancel

B e rice

- Select Network Protocol

| Click the Metwork, Protocol that you want to install, then chick OK. If you have
Fratacal i E an installation disk for thiz device, click Have Disk.

muzt use

M anufacturers: Mebwork Protocols:
R Banyan R Microsaft 32-bit DLC ]
5 1B o Microzoft DLC
i 4 NetBEL
™ Nowell YOTCPAP
(5 wiash support for T M
W winzock2 ATM Service Provider -

Have Disk... |

=>» Select as network component type Protocol and click Add.

=> Select in Manufacturers the entry Microsoft and in Network protocol the entry
TCP/IP before confirming with OK.

=>» Set TCP/IP protocol.
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=> To do this, in the Network window, switch to the Configuration tab.
=> Select the TCP/IP > entry for your network card and click Properties.

& Siemens Gigazet PC Card 54

& TCPAP - 3Com 3C920 Integrated Fast Ethemnet Contrall
5§ TCPAP -» Dial-Up Adapter

" TCPAF iemenz Gigazet PC Card 54
l File and printer zharing far Microgaft Metwarks

B8] Remove | Poperes |

Client for Microgzoft Metworks
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=> Open the IP address tab, select the entry Obtain an IP address automatically and
finish with OK.

TCP/IP Properties

—

[ e |
ST S I:I:I:l:l

Note:

You can of course define IP addresses manually. This is necessary for example in ad-
hoc networks. How to assign static IP addresses is described on page 72 onwards.
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Installing utilities for file and printer release

You cannot release files and printers on your PC for other users on the network if the
utility for file and printer release has not been installed.

=> First of all you have to check in the Network window whether the list of components
has the entry File and printer sharing for Microsoft Networks.

=> |f the entry exists, please continue from page 45.
=> |f the entry does not exist, click Add.

Select Network Component Type E |
Click the type of netwark, component you want to install
Add...
Cancel
Select Network Service |

[

G Click the Metwork Service that pou want toinstall, then click OF. If pou have
——14 aninstallation dizk for this device, click Hawve Disk.

b odels:
‘Ll File and printer sharing for Mi
'E': File and printer zharing for Nebw are Metworks

E': Service for Metw/are Directory Services

Have Disk... |
0k I Cancel |

=> From the list select the entry Service and click Add.
=> Select File and printer sharing for Microsoft Networks and click OK.
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=> Now select in the Primary network logon box the entry Client for Microsoft
Networks and then click File and print sharing.

Metwork

Cliert for Microzoft Metwarks
icrozoft Family Logon

& 3Com 3C920 Integrated Fast Ethernet Controller [3C905C-
& Dial-Up Adapter

& Siemens Gigaset USE Adapter 11

File and Print Sharing

L
I

=> In the File and print sharing window you can choose whether to release files or
printers or both for other users.

=» Close all the windows with OK.

You will now need the Windows installation CD. Windows will copy some files from the
installation CD before prompting you to reboot your computer. Then the network is
ready for use.
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Releasing files and printers

You can now release drives, folders or printers on your PC for other users on the net-
work.

Releasing files
=> Open the Desktop and select with the left mouse button what you want to release.

— Select a drive or
— Open adrive and select a folder.

=> Now select Share with the right-hand mouse button from the pop-up menu. The fol-
lowing window will appear.

Data [D:] Properties

=> Now select the Shared as box and enter a share name and, if you want, a comment
of your choice. From now on, your drive or folder will appear on the network under
this name.
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=> Select one of the following access types:

Read only: If you want to allow other users to open and read documents
but not edit or delete them.

Full: If you want to allow other users to edit, add or delete files.

Depends on

password: If you want to grant various users different access rights.

=> Click Apply to save your settings and finish with OK.
Releasing printers

=> Open the printer manager with Start — Settings — Printers.
=> Left-click the printer you want to release.

=> Now select Share with the right-hand mouse button from the pop-up menu. The fol-
lowing window will appear.

HP Officelet L Properties

47



Releasing files and printers for shared use

=>» Now select the Shared as box and enter a share name and, if you want, a comment
of your choice. From now on, your printer will be available to all the other users on
the network under this name.

=> Click Apply to save your settings and finish with OK.
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Using released files and printers

This chapter describes the steps for using files or printers that are shared on the network
on your system. It assumes that the network cards or wireless network adapters are
installed in your PC and that the PCs are either connected via a router or directly via an

ad-hoc network.

Network configuration, release and use differ depending on the Windows operating

system used.

The following table provides an overview of where you can find the relevant informa-

tion in this chapter.

Windows XP | Windows Windows 98
2000
Setting up user names page 50 page 58 page 63
Using files on other PCs page 53 page 58 page 66
Using printers on other PCs page 55 page 61 page 69
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ing files and printers on the network (Windows XP)

You can use resources on your PC such as files and printers that have been made avail-
able by other PCs.

If the resource you want to use on your PC is on a Windows 2000 system then you have
to set up user accounts for all the users who are to have access. The same user IDs have
to be entered as on the releasing system.

Setting up a user account

To set up a user account:

-

->
->
->

50

Open the Control Panel and then User accounts.

:2 User Accounts (%)

@ User Accounts
ol -

Learn About

@ User accounts
@ User account bypes

[2) swicching users Pick a task...

Name the new account

Type a name for the new account:
Jnine

Select Create new account.

Enter a name for the user.
Click Next.
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=> Select Limited as account type. Then the newly created user will not have any
administrator rights on your PC.

*2 User Accounts

B

e Back e u Home

Learn About ~
T T—— Pick an account type

‘fou musk create at least one computer administrator account before you can create other
accounts.

(&) Computer administratar Lirniked

“ith a computer administrator account, you can:
» Create, change, and delete accounts
» Make system-wide changes
& Install programs and access all files

[ < Back] [ create Account | [Cancel J

=>» Click Create account. You will now see the new user account.

-2 User Accounts

Learn About ’ ;' User Accounts

@ User accounts
@ User account bypes

[#) Swiching users Pick a task...

or pick an account to change

Administrator
&
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=>» You should now assign a password. To do this click the new user account.
=> Select Create Password.

-2 User Accounts \:||EHZ|
e Back. @ n Home

Learn About

Create a password for Anne's account

@ (Creating & secure password

@ (Creating a good password
hint

You are creating a password for Anne. IF you do this, Anne will lose all EF5-
encrypted files, personal certificates, and stored passwords for Web sites or
@ Remembering a password network resources.

To avoid losing data in the future, ask Anne to make a password reset floppy disk,

Type & new password:

Type the new password again to confirm:

If the password contains capital letters, they must be typed the same way every time,

The password hint will be visible to everyone wha uses this computer,

Create Password

=>» Enter a password and then enter it again as confirmation.
=> Click Create Password.
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Accessing released drives or folders from your PC

You can access drives and folders released on other PCs in two different ways:

& via the My NetworkPlaces of your PC (see page 66).
You should choose this alternative if for example you want to copy files or folders
from another PC to your own or vice versa.

& by hooking on to your PC's file system (see page 53).

You should choose this alternative if you want to work directly with the files or fold-
ers of the other PC. In this case, hook on an entire released drive or folder in your
PC's file system and work with the files as if they were files on your PC.

Please note:

Drives or folders can be simultaneously hooked onto several PCs. It is therefore possi-
ble for other users to access the data. Most applications (e. g. word processing soft-
ware) lock files once they have been opened. This prevents inconsistent data pools. If
you cannot open a file because it is locked, you will normally see a message to that
effect.

To hook up network drives:
=>» Open the Desktop.

=> |n the Extras menu, select Map network drive.

| Map Network Drive f'5__<|

‘Windows can help wou connect to a shared network Folder
and assign a drive letter ko the connection so that wou can
access the Folder using My Computer,

specify the drive letter For the connection and the Folder
that wou want ko connect to:

Drrive: ‘Z: V|

Folder: | VH Browse. ..

Example: Viserverishare
Reconneck at logon
Connect using & different user name.

Sign up For online storage or connect to 5
nekwork server,

Cancel

=> Select the drive name under which the remote drive is to be hooked on to your PC.
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=>» Enter a name under which the drive or folder is to be released for the network. To do
this click Browse. This will open a screen in which you can search the network envi-
ronment.

Browse For Folder

Select a shared network folder

&J My Nebwark Places

=@ Entire Metwork
E, Microsoft Terminal Services
€Y Microsoft windows Netwark

=gl
¢ Hamburg

Iy PForzheim
Y weh Client Metwork

Make Mew Folder oK

=> Select the resource you want and click OK.

Map Network Drive le

‘indows can help you connect ko a shared network folder
and assign a drive letter to the connection so that wou can
access the folder using My Computer.

Specify the drive letker Far the connection and the Folder
that you want bo connect ta:

Drrive: £ W

Folder: | VWPFarzheimic b Brawse. ..

Example: \iserverishare
Reconnect at logon
Connect using a different user name.

Sign up For onling storage o connect ko 5
network server,

= Back l Finish ][ Cancel ]

=> |f you select the option Reconnect at logon, Windows will hook the drive on every
time you start your PC, provided the remote PC is running.

=>» Click Finish.

=> Now open the desktop. The remote drive is now available as the network drive. You
can access the files as if they were on your own PC.
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Accessing released printers from your PC

If there is a printer on your local network and it has been released, you can use it to print
out your data. To do this you have to set it up on your PC as the network printer. This can
be done as follows:

=> Open the printer manager with Printers and Faxes in the Start menu.

| Administrator

Paint Shop Pro 4 - } My Documents

F 5 My Recent Documents P
UltraEdit-32
ﬁ My Pictures

‘_i_))- My Music

Q My Compukter

Q My Network Places

All Programs D

@l Log Off |'® | Turn OFF Computer

=> Select Add printer. This opens the printer installation wizard.
=> Click Next.

=> In the next window select Network printer or printer connected to another com-
puter.

=> Click Next again.

=> Select Browse for a printer to look for the printer on the network.
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=>» Click Next. This will open a screen in which you can search the network environment
for the printer.

Add Printer, Wizard

Specify a Printer
If pou don't know the name or address of the printer, pou can zearch for a printer

that meets your needs.

“w'hat printer do you want to connect bo?

(&) Browse for a printer

() Cannect ta this printer [or to browse for a printer, select this option and click Next]:

I ame: | |

Example: Yheerversprinter

(@I ERREY R Add Printer Wizard

URL: Browse for Printer
‘when the list of printers appears, select the one you want to uge,
Example: htt)

Frinter:

Shared printers:
% Microsoft Windows Netwark
£ MSHOME
“El HAMBURG
= HPO

=
B PFORZHEIM

Frinter information
Cammerit:

Statuz: Ready Documents waiting: 1]

[ < Back ]L Mext » ][ Cancel

=>» Select the printer you want and click Next.
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=>» Complete printer installation with Finish.

Add Printer Wizard

Completing the Add Printer
@ Wizard

You have successfully completed the Add Printer 'wWizard.
You specified the following printer settings:

I arme: HF Officelet
Default: Yes
Location:

Comment:

To close this wizard, click Finish.

[ <Back [ Finsh |

The newly installed printer will now appear in the printer list and can be used just like a
local printer.
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Using files and printers on the network (Windows 2000)

You can use resources on your PC such as files and printers that have been made avail-
able by other PCs. To do this you have to make these resources available on your PC.

Setting up user names

To access files or printers on a Windows 2000 computer, you must set up a user name
that corresponds to the release. This user name must also have been set up on the sys-
tem which is releasing the files or printers. That is why setting up a user name has
already been described in Chapter "Releasing files and printers for shared use" in the sec-
tion "Setting up user names" on page 29.

Accessing released drives or folders from your PC

You can access drives and folders released on other PCs in two different ways:

& via the My NetworkPlaces of your PC (see page 66).
You should choose this alternative if for example you want to copy files or folders
from another PC to your own or vice versa.

& by hooking on to your PC's file system (see page 59).

You should choose this alternative if you want to work directly with the files or fold-
ers of the other PC. In this case, hook on an entire released drive or folder in your
PC's file system and work with the files as if they were files on your PC.

Please note:

Drives or folders can be simultaneously hooked onto several PCs. It is therefore
possible for other users to access the data. Most applications (e. g. word process-
ing software) lock files once they have been opened. This prevents inconsistent
data pools. If you cannot open a file because it is locked, you will normally see a
message to that effect.
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To hook up network drives:

=> Open the My NetworkPlaces and then Computers near me.

Eremiies

J File Edt View Favorites Took  Help |i
J Gback v = - ‘ @Search [ Folders ®Histury |E’ % wm | i

J Address I_

=

j @Go

g 9 4

Add Netwaork Entire Metwork.  Computers

My Network Places Plece Mesr Mg

se this folder to open files and
folders on ther computers and to
install netwark printers,

To set up networking an your ag omouerslicaiiiis =10/
computer, click tetwark and Digku J File Edt View Favortes Tools Help
Connections,
J Gback v = v | @Search [ Folders @Histury |$ rigl o) ‘ i

Selgct an item to view its —
description. JAddress I Computers Near e j i
See also: = IJ
My Documents D“g_ =
My Computer - Salzhurg

Computers Near Me

|3 object{s) Seleck an item bo view its
descriptin,
|1 abject(s) 4

=>» Open the PC containing the resources you want to access with a double click. You
will now see the shared resources on that PC.
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=>» | eft-click the resource you want to attach to your PC and open the pop-up menu
with the right-hand mouse button Map network drive.

Map Network Drive x|

Windows can help vou connect to a shared netwark Folder
and assign a drive letter to the connection so that you can
access the Folder using My Computer,

Specify the drive letter For the connection and the Folder
that wou want to connect to;

Drrive: IG: j
Falder: I j Browse. .. |

Frwaranlar Yhearuarhchara

Select a shared network Folder

My Metwork Places -
El‘%:' Entire Metwark
EI.,I"' Microsoft Windows Metwork
El&, Workgroup
Hambiurg
El Salzburg
@. o
B3
@ SharedDocs —
Printers LI

| (0] 4 I Zancel | Mew Folder |

v

— A _

=>» Select the drive name under which the remote drive is to be hooked on to your PC.

=>» Enter a name under which the drive or folder was released or click Browse. This will
open a screen in which you can search the network environment.
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=>» Select the resource you want and click OK.

Map Metwork Drive x|

Windows can help wou connect to a shared network Folder
and assign a drive letter ta the connection sa that you can
access the folder using My Computer,

Specify the drive lekter Far the connection and the Falder
that vwou want to connect to;

Drrive: IG: j
Folder: I".".SEI'ZbUfEI".E j Browse. .. |

Exarnple: Yiserverishare

¥ Reconnect at logon

Conneck using a different user name,
Create a shortcut bo a Web Folder or FTP site,

< Back I Finish I Cancel

=> |f you select the option Reconnect at logon, Windows will hook the drive on every
time you start your PC, provided the remote PC is running.

=> Click Finish.
=>» Now open the Desktop. The remote drive is now available as the network drive. You
can access the files as if they were on your own PC.

Accessing released printers from your PC

If there is a printer on your local network and it has been released, you can use it to print
out your data. To do this you have to set it up on your PC as the network printer. This can
be done as follows:

=> Open the printer manager with Start — Settings — Printers.

=>» Click the Add printer icon. This opens the printer installation wizard.
=> Click Next.

=> In the next window select Network printer.

=> Click Next again.

=> Select Enter printer name or click "next" to look for a printer and click Next. This
will open a screen in which you can search the network environment for the printer.
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=>» Select the printer you want and click Next.

Add Printer Wizard

Locate Your Printer
How do you want to locate your printer?

If you don't know the name of the printer, you can browse for one on the network.
“what do you want to do?
' Type the prinker name, or click Mest bo browse for a prinker

EIES ||

™ Connect to a printer ¢ —
a Add Printer Wizard

URL:

Browse For Printer
Locate your netwark, prinker

Frinter: I\\SALZBUHG\HF' Officelet L

Shared printers:
% Microsoft Windows Network
A WORKGROUP
(&5 WSALZBURGAHP Dfficelet L4 HF Officelet Lx

& HFOffice HF Office)

r— Printer infarmation
Comment:
Status: Fieady Documents W aiting: 1]

< Back I Mext > I Cancel |

=> Answer the prompt whether the printer is to be used as the standard printer with Yes
or No and click Next.

=>» Complete printer installation with Finish.
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Add Printer Wizard

Completing the Add Printer
Wizard

“You have successfully completed the Add Printer wizard.
You specified the following printer settings:

Marme: HF Dfficedet L+ on SALZBURG
Default: Mo

Locatior:

Camment:

To close this wizard, click Finish.

< Back I Finizh I Lance] I

The newly installed printer will now appear in the printer list and can be used just like a
local printer.

Using files and printers on the network (Win 98 /98 SE / ME)

You can use resources on your PC such as files and printers that have been released by
other PCs.

Please note:

If the resource you want to use on your PCis on a Windows 2000 system then you have
to set up user IDs for all the users who are to have access. The same user IDs have to
be entered as on the releasing system.

Setting up user names

To set up a user ID:
=>» Open the Control Panel and then open User.

=> |f there are no user entries yet, you will see a welcome screen. Confirm this with
Next.

=> |f there are user names already, you will see the user list. Click New user and then
Next.
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Add User

Create a new user

E rter the new uzer's name. [t can be up to 128
characterz long.

Uszer name: IPeted

Type a pazsward [optional]

Type a pazsward for Peter in the first box, and confirm it
by typing it again in the zecond box.

Pazsword: ||

LConfirm password: I

< Back I Mest > I Cancel

=> Enter a user name and click Next.
=>» Enter a password, repeat it and click Next.

=> Define the settings for the user's interface. If you want to apply the current settings
for the user, click Next.

Personalized Items Settings I

Select the items you want ko personalize, then chooze
by wow want the new items created.

LEL

I Deskiop folder and Documents meni
[ Start Menu

[~ Eawvoiites folder

I~ Downloaded wWeb pages

™ My Documents folder

i+ Create copies of the cument items and their content

" Create new items to save disk space.

< Back I Hest » I Cancel

The user has now been registered.
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Uszer Settings

Adrniniztrator
Peter
Rarmon

=>» Either enter further users or close user administration with Close.
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Accessing released drives or folders from your PC

You can access drives and folders released on other PCs in two different ways:

& via the My NetworkPlaces of your PC (see page 66).
You should choose this alternative if for example you want to copy files or folders
from another PC to your own or vice versa.

& by hooking on to your PC's file system (see page 67).

You should choose this alternative if you want to work directly with the files or fold-
ers of the other PC. In this case, hook on an entire released drive or folder in your
PC's file system and work with the files as if they were files on your PC.

Please note:

Drives or folders can be simultaneously hooked onto several PCs. It is therefore
possible for other users to access the data. Most applications (e. g. word process-
ing software) lock files once they have been opened. This prevents inconsistent
data pools. If you cannot open a file because it is locked, you will normally see a
message to that effect.

Accessing external files via the My NetworkPlaces

If the network has been set up on all the PCs with the same workgroup, then you can
access released drives and folders via your PC's network environment.

You will find the My NetworkPlaces both as an icon on your PC desktop and also in the
file tree in the left-hand pane of Windows Explorer. The illustration depicts as an exam-
ple the My NetworkPlaces in Windows Explorer. In the My NetworkPlaces you will find
the entry Entire network, under this the workgroup to which the PCs have been
assigned and then the names of all the PCs comprising this workgroup.

Workgroups are marked with the é symbol:
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[N Explaring - Dallas B =1 I [m] S
J File Edt “iew Go Favoites Tools Help ‘

& S | ¥ @) | K .
Back e Up Cut Copy Paste Unda Delete  Properties | Views
| Address [ B \0.les |
Folders X Mame | Comment I
:ﬂ Deskiop = e
= My Computer — Cad
= 3% Floppy (&) Dallas Ce
Erg@ (T L S—
[#- Data[D:)
- WWindg (E:)
-{&] Printers
{=] Contral Panel

DialUp Networking
~{@] Scheduled Tasks
-2 e Folders
=85 Network Meighborhood
=] @ Entire Network
= & Workgroup
+- /3 Dallas
=) Pforzheim
HE Dallas
=) Fforzheim
o |

=4
-.[5% Becucle Rin =

Clicking a PC name shows the released drives and folders on this PC under the name
assigned when they were released. You can navigate through the file system in the
usual Windows Explorer way by clicking a drive or folder and then opening other
branches of the file tree.

Hooking external files on to your own file system

You can hook released drives or folders on to your PC and use them as if they were actu-
ally on your own computer.

=>» Open the My NetworkPlaces.
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=>» Open the PC containing the resources you want to access with a double click. You
will now see the released resources on that PC.

[% Exploring - Pforzheim ] _ (0] x|
Jf\le Edt View Go Favortes Took Help ‘

@ Wy 9 X .
Back Foryan Up Cut Copy  Paste Unds | Delete Froperies | Views
J Address l@ WPforzheim j
Folders X D F
:qj Desktop Al Explore
1= ) My Computer = £ I Open
B oyt Pforzheim End
Bz L] | S _
E-g2 Daa (D]
-4 Wind8 (E] \\Pforzheimid
(31 Pirtets Create Sharcut
(=] Contial Panel Prapetties
(28] DialJp Netwarking

(4] Scheduled Tasks
[ Q Web Folders
-- MNetwark Neighborhaod
E-f@ Entire Network

=] é Warkgioup

@] Dalls
- 3] Prorzheim
- Dallas

-3 Plorzhein
Bl |

w{1d
i3 Rarucle Bin d

=> |eft click the resource you want to hook on.

=>» Open the pop-up menu with the right-hand mouse button and select Map network
drive.

Map Network Drive A

Dive: | F: = ok |
Path: W\ Prarzheirn'd Cancel |

=> Select the drive name under which the remote drive is to be hooked on to your PC.
The next free drive will be prompted. If you select the option Reconnect at logon,
Windows will hook the drive on every time you start your PC, provided the remote
PCis running.

=> Now open the desktop. The remote drive is now available as the network drive. You
can access the files as if they were on your own PC.
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Accessing released printers from your PC

If there is a printer on your local network and it has been released, you can use it to print
out your data. To do this you have to set it up on your PC as the network printer. This can
be done as follows:

=>» Open the printer manager with Start — Settings — Printers.

B3 Printers E =1 9=l E3

J File Edit View Go Favortes Help |

« > G| ¥ | X .
Bk FamErd] Up Cut Caopy Paste Undao Delete  Properties | Views
JAgdress I Printers j
& | Hame Documents | Status | Comment I
ddd Prinker
B HP Officelat L 0

Printers

This falder contains
information about your
current printers and a
wizard to help you install
new ones.,

To get information about a
printer that's already
installed, right-click the
printer's icon,

Toinstall a new printer,
click Add Printer to start
the Add Printer wizard. =

| Y

=> Double-click the Add printer icon. This opens the printer installation wizard.
=> Click Next.

=> |n the next window select Network printer.

=> Click Next again.
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=> Enter the name under which the printer was released for the network. To do this
click Browse. This will open a screen in which you can search the network environ-
ment for the printer.

=>» Select the printer you want and click OK.

Add Printer Wizard

B35 Metwork Meighborhood
Entire Metworl,
Pfarzheim

1

Add Printer Wizard

=> The printer will now be displayed. Click Next.
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=> Now enter a name for the printer on your PC.

Add Printer Wizard

=>» Click Next.

=> You can now print a test page if you want. This will show you whether the printer is
functioning properly on the network.

=>» Click Finish.

=> Windows will now need some driver files. You will be prompted to insert your
Windows CD in the CD drive. Insert the CD and click OK.

=> Once the driver files have been successfully installed, a test page will be printed.

=> The newly installed printer will now appear in the printer list and can be used just
like a local printer.

E3 FPrinters

&dd Printer
BH HP Officelet Lx
HP

Add Printer

The Add Printer
wizard walks you
step-by-step

through installing
a printer. Just
follow the
instructions an
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Defining IP addresses

The IP address is used for the unique identification of a network component. You can
define IP addresses as static or dynamic. This is done while defining the PC network con-
figuration. In many cases the IP addresses are defined as dynamic and so can change
every time you log in to the network.

For some applications however you have to make sure that the PCs always have the
same IP address.

If you opted for automatic assignment of IP addresses during installation, you can
change this via the PC network configuration.

Network configuration differs depending on the Windows operating system you are
using. Below you will find the procedure for Windows 98 from page 73, for Windows XP
from page 77 and for Windows 2000 from page 80.

Private IP addresses

You can determine your own private IP addresses for the PCs in your local network. To
do this use addresses from an address block reserved for private use. This is the address
block

192.168.0.0 - 192.168.255.254

Example:
PC1:192.168.15.1
PC 2:192.168.15.2 etc.

Please note:

The subnet mask used must be 255.255.255.0. This means that the first three address
segments for all network components (including the router) must be identical.

& Correctise.qg.:
Router address: 192.168.2.1
PC1:192.168.2.12
PC2:192.168.2.60 ...

& Incorrect would be e. g.:
Router address: 192.168.2.1

PC1:192.168.3.2
PC2:192.168.4.3
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Windows 98

To set an IP address for your PC:
=> Select Start — Settings — Control Panel.
=> Double-click the Network icon.

=> In the Network window, select the TCP/IP entry for your network card or network
adapter in the Configuration tab. Make sure you select the right TCP/IP entry if there
are several in the selection list.

& Siemens Gigaset PC Card 54
5 TCPAP -» 3Com 3C920 Integrated Fast Ethemet Cantrall
TCRAR -» Dial-Up Adapter

Client for Microgzoft Metwark.s
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=> Click Properties.

TCP/IP Properties

——

192.168. 2 .10

=> Click the IP address tab and check the Specify an IP address option.

=» Enter the IP address for the PC in the IP address box. Please bear in mind the infor-
mation on page 72.

=>» Enter the subnet mask 255.255.255.0 in the box Subnet Mask.

Note:
If your PC has already been configured with a static IP address and you now need a
dynamic one, select Obtain an IP address automatically. Then no further informa-

tion will be required.
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=>» Open the Gateway tab.

TCP/IP Properties

192160 2 1 | (B

192.168.21

Note:

A gateway acts as a bridge between two networks with a different architecture. In
our case this is the Gigaset Router between the local TCP/IP network and the WAN

=> Enter the IP address of the router in the New Gateway box and then click Add.
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=>» Open the DNS configuration tab.

TCF/IP FProperties

152160 2 1] |

- Liemave

=>» Select Enable DNS.

Note:

DNS (Domain Name System) allows IP addresses to be assigned to a PC or domain
names.

=» Enter the IP address of the router in DNS Server Search Order.
=>» Click Add.
=» Click OK twice to close the Network window.

=> Restart your network.
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Defining IP addresses

Please note:

This can be done as follows:

If you have a wireless connection between the router and PC: Make sure that the Use
Windows to configure the settings function has been disabled.

1. Click Start — Settings — Control Panel — Network Connections — LAN or High-
Speed Internet — Wireless Network Connection — Properties.

2. In Wireless Network Connection Properties click Wireless Networks.

Deactivate Use Windows to configure my wireless network settings.

To set a static IP address for your PC:
=> Click Start — Control Panel.

=>» Select Network and Internet Connections and then click the Network Connec-

tions icon.

=> Double-click the LAN connection with which you are connected to the router.

Wireless Network Connection Status 7

General | Suppg[[l
Connechion
Statusz Connected
Diuration: 000315
Speed: 54 .0 Mbps
Signal Strength: T ool
Acthivity
Sent — @, —— Received
Packets: 70 | 2
Froperties H Dizable ]
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=> In the General tab click Properties.

78

X

-+~ Wireless Network Connection Properties |1

General | Wireless Metworks || Authentication || .&dvanced|

Connect uging:

B8 Siemen: Gigazet PC Card B4

Thiz connection uzes the following items:

g Client for Microsoft Metwaorks
.l':—i,l File: and Printer Sharing for Microsoft Mebwark s
3Bl 05 Packet Scheduler

Intemet Protocol [TCRAR)
Inztall... rirnztall
Dezcription

Trangmizszion Contral Protocol/ntermet Protocol. The default
wide area network protocol that provides communication
acrogs diverse interconnectad network.s.

Show icon in notification area when connected

[ ok, l [ Canicel




Defining IP addresses

=> Select Internet Protocol (TCP/IP) and click Properties.

Internet Protocol (TCP/IP) Properties

General |

ou can get [P settings assigned autamatically if your netwark supports

the appropnate [P settings.

(") Obtain an IP address automatically
(®) Uze the fallawing IP address:

IP address: | 192 .168. 2 . B1 |
Subnet mask: | 256 256286 0 |
Default gateway: 132188, 2 .1 |

Obtain DMS server address automatically

(®) Use the fallowing DNS server addresses:
Prefened DNS server. | 192.168. 2 . 1| |

Alternate DMS server: | . . . |

thiz capability. Othemwize, you need to azk your netwark. adminiztrator for

I Ok H Cancel ]

=> Select Use the following IP address.

=>» Enter the IP address for the PC in the IP address box. Please bear in mind the infor-

mation on page 72.

Note:

information will be required.

If your PC has already been configured with a static IP address and you now need
a dynamic one, select Obtain an IP address automatically. Then no further

=> Enter the subnet mask 255.255.255.0 in the Subnet mask box.
=>» Enter the IP address for the router in the Standard-Gateway box.

Note:

A gateway acts as a bridge between two networks with a different architecture. In
our case this is the Gigaset Router between the local TCP/IP network and the WAN
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=> Select Use the following DNS server addresses.

Note:

DNS (Domain Name System) allows IP addresses to be assigned to a PC or domain
names.

=>» Enter the IP address for the router in the Preferred DNS server box.
=>» Click OK or Cancel to close each window.

=>» Restart your network.

Windows 2000

To set a static IP address for your PC:
=> Click Start — Settings — Control Panel.

=>» Double click the Network and Dial-up Connections icon and then Local Area Con-

nection.
General |
— Connection
Status: Connected
Diuration: 00:04:43
Speed: 54.0 Mbpz
— Activity -
Sent —— 'I ——  Received
L4
Packets: E1 I 9
Dizable |
Close |
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=> In the General tab click Properties.
General |

Connect using:

I B3 Siemens Gigaset PC Card 54

Components checked are used by this connection:

Client for Microsaft Mebwork s
File and Printer Sharing for Microzaft Mebsorks
Internet Protocol [TCF/IP)

Inztall... | U ninztall Properties

— Deszcription

Tranzmizzion Control Protocoldlnternet Pratocol. The default
wide area network, pratocol that provides communication
acrozs diverse interconnected netwarks.

W Show icon in tazkbar when connected

Qk. Cancel
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=> Select Internet Protocol (TCP/IP) and click Properties.
General I

“'ou can get |P zettings assigned automatically if your network, supports
thiz capability. Othenwize, you need to azk your network, administrator for
the appropriate 1P zettings.

" Obtain an IP addiess automatically

—{%" Usze the following IP address:

IP* addrezs: I 192 168 . 2 . Bl
Subnet mask: | 2R 2BR 28R, 0
Default gateviay: {192 166, 2 . 1

£ Dhtair DHE serer addiess automatically

—{% Usze the following DMS server addresses:

Frefered DMS server: | 192 1683, 2 .1

Alternate DNS server: |

Advanced... |
(1] 4 I Cancel |

=>» Select Use the following IP address.

=» Enter the IP address for the PC in the IP address box. Please bear in mind the infor-
mation on page 72.

Note:

If your PC has already been configured with a static IP address and you now need
a dynamic one, select Obtain an IP address automatically. Then no further
information will be required.

=>» Enter the subnet mask 255.255.255.0 in the Subnet mask box.

=> Enter the IP address for the router in the Standard-Gateway box.

Note:

A gateway acts as a bridge between two networks with a different architecture. In
our case this is the Gigaset Router between the local TCP/IP network and the WAN.
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=> Select Use the following DNS server addresses.

Note:

DNS (Domain Name System) allows IP addresses to be assigned to a PC or domain
names.

=>» Enter the IP address for the router in the Preferred DNS server box.
=» Close this and the next window with OK.

=» Restart your network.
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Glossary

Access point

An Access Point, such as the Gigaset SE551 WLAN dsl/cable, is the heart of a wireless
local network (WLAN). It ensures the connecting of network components linked by wire
and handles the data traffic in the wireless network. The Access Point is also the inter-
face to other networks, e. g. an existing Ethernet LAN or via a modem to the Internet.
The operating mode of wireless networks with an Access Point is called Infrastructure
mode.

Ad-hoc mode

The Ad-hoc mode is a way operating wireless local networks (WLAN) in which the net-
work components set up a spontaneous network without an Access point, e. g. several
Notebooks used in a conference. All the network components have equal rights. They
must be fitted with a wireless Network adapter.

Auto-Reconnect

Auto-Reconnect means that applications such as Web Browser, Messenger and E-Mail
automatically open a connection to the Internet when they are launched. This can lead
to high charges if you are not using Flat rate. This function can be deactivated at the
Gigaset SE551 WLAN dsl/cable to reduce costs.

Bridge
A Bridge connects several network segments to form a joint network, e. g. to make a
TCPI/IP network. The segments can have different physical characteristics, e. g. different

connections such as Ethernet and wireless LANSs. Linking individual segments via
Bridges allows local networks of practically unlimited size.

See also: Switch, Hub, Router, Gateway

Broadcast

A Broadcast is a data packet not directed to a particular recipient but to all the network
components on the network. The Gigaset SE551 WLAN dsl/cable does not pass broad-
cast packets on; they always remain within the local network (LAN) it administers.

BSSID

Basic Service Set ID

BSSID permits unique differentiation of one wireless network (WLAN) from another. In
Infrastructure mode the BSSID is the MAC address of the Access point. In wireless net-
works in Ad-hoc mode the BSSID is the MAC address of any one of the participants.
Client

A Client is an application that requests a service from a Server. For example, an HTTP
Client on a PCin a local network requests data, i.e. Web pages, from an HTTP Server on
the Internet. Frequently the network component (e. g. the PC) on which the Client
application is running is also called a Client.
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DHCP
Dynamic Host Configuration Protocol

DHCP handles the automatic assignment of IP addresses to network components. It was
developed because in large networks — especially the Internet — the defining of IP
addresses is very complex as participants frequently move, drop out or new ones join.
A DHCP Server automatically assigns the connected network components (DHCP
Clients) Dynamic IP addresses from a defined IP address pool thus saving a great deal of
configuration work. It also allows address pools to be used more effectively: Since not
all participants are on the network at the same time, the same IP address can be
assigned to different network components in succession as and when required.

The Gigaset SE551 WLAN dsl/cable includes a DHCP Server and so it can automatically
assign IP addresses for the PCs on its local network. You can define for a particular PC
that its IP address will never change.

DHCP Server
See DHCP

DMZ
Demilitarised Zone

DMZ describes a part of a network that is outside the Firewall. A DMZ is so to speak set
up between a network you want to protect (e. g. a LAN) and an insecure network (e. g.
the Internet). A DMZ is useful if you want to offer Server services on the Internet which
for security reasons are not to be run from behind the firewall or if Internet applications
do not work properly behind a firewall. A DMZ permits unrestricted access from the
Internet to only one or a few network components, while the other network compo-
nents remain secure behind the firewall.

DNS

Domain name

DNS permits the assignment of IP addresses to computers or Domain names that are
easier to remember. A DNS Server has to administer this information for each LAN with
an Internet connection. As soon as a page on the Internet is called up, the browser
obtains the corresponding IP address from the DNS Server so that it can establish the
connection.

On the Internet the assignment of Domain names to IP addresses follows a hierarchical
system. A local PC only knows the address of the local Name Server. This in turn knows
all the addresses of the computers on the local network and the next higher Name
Server, which again knows addresses on its network and that of the next Name Server.
DNS Server

See DNS

Domain name

The Domain name is the reference to one or more Web Servers on the Internet. The
Domain name is mapped via the DNS service to the corresponding IP address.
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DSL

Digital Subscriber Line

DSL is a data transmission technique in which a connection to the Internet can be run
at 1.5 Mbps over normal telephone lines. A DSL connection is provided by an Internet
Service Provider. It requires a DSL modem.

Dynamic IP address

A dynamic IP address is assigned to a network component automatically via DHCP. This
means that the IP address of a network component can change with every login or at
certain intervals.

See also: Static IP address

DynDNS

Dynamic DNS

Domain Name Service (DNS) is used to assign Domain names and IP addresss. For Dyna-
mic IP addresss this service is now enhanced with the so-called Dynamic DNS (DynDNS).
This permits the use of a PC with a changing IP address as a Server on the Internet.
DynDNS ensures that a service on the Internet can always be addressed under the same
Domain name regardless of the current IP address.

Encryption

Encryption protects confidential information against unauthorised access. With an
encryption system data packets can be sent securely over a network. The Gigaset SE551
WLAN dsl/cable uses WEP encryption for secure data transmission over wireless net-
works.

Ethernet

Ethernet is a network technology for local networks (LAN) defined by IEEE as Standard
IEEE 802.3. Ethernet uses a base band cable with a transmission rate of 10 or 100 Mbps.
Firewall

Firewalls are used by network operators as protection against unauthorised external
access. This involves a whole bundle of hardware and software actions and technologies
that control the data flow between the private network to be protected and an unpro-
tected network such as the Internet.

See also: NAT

Flat rate

Flat rate is a particular billing system for Internet connections. The Internet Service Pro-
vider charges a monthly fee regardless of the duration and number of logins.

Full duplex
Data transmission mode in which data can be sent and received at the same time.

See also: Half duplex
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Gateway

A Gateway is a device for connecting networks with completely different architectures
(addressing, protocols, application interfaces etc). Although it is not totally correct, the
term is also used as a synonym for Router.

Global IP address

See Public IP address

Half duplex
Operating mode for data transfer. Only one side can receive or send data at a time.

See also: Full duplex

HTTP proxy

An HTTP proxy is a Server that network components use for their Internet connections.
All requests are sent via the proxy.

Hub

A Hub connects several network components in a star-topology network by sending all
the data it receives from one network component to all the other network components.
See also Switch, Bridge, Router, Gateway

IEEE

Institute of Electrical and Electronic Engineers

IEEE is an international body for defining network standards, especially for standardiz-
ing LAN technologies, transmission protocols and speeds, and wiring.

IEEE 802.11

IEEE 802.11 is a standard for wireless 2.4-GHz band LANSs. In so-called Infrastructure
mode end devices can be connected to a base station (Access point) or connect with
each other spontaneously (Ad-hoc mode).

Infrastructure mode

Infrastructure mode is a way of operating wireless local networks (WLAN), in which an
Access point handles the data traffic. Network components cannot establish a direct
connection with each other as is the case in Ad-hoc mode.

Internet

The Internet is a wide-area network (WAN) linking several million users around the
world. A number of Protocols have been defined for exchanging data known by the
name TCP/IP. All participants in the Internet are identifiable by an IP address. Servers are
addressed by a Domain name (e. g. siemens.com). Domain Name Service (DNS) is used
to assign Domain names to IP addresses.

Among the most important Internet services are:

& electronic mail (email)

World-Wide Web (WWW)

file transfer (FTP)

discussion forums (Usenet / Newsgroups)

L K R 2
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Internet Service Provider
An Internet Service Provider offers access to the Internet for a fee.

IP

Internet Protocol

The IP Protocol is one of the TCP/IP protocols. It is responsible for the addressing of par-
ticipants in a network using IP addresses and routes data from the sender to the recipi-
ent. It decides the paths along which the data packets travel from the sender to the
recipient in a complex network (routing).

IP address

An IP address is a network-wide unique address of a network component in a network
based on the TCP/IP protocol (e. g. in a local network (LAN) or on the Internet). The IP
address has four parts (decimal numbers) separated by periods (e. g. 192.168.2.1). The
IP address comprises the network number and the computer number. Depending on the
Subnet mask one, two or three parts form the network number, the remainder the com-
puter number. You can find out the IP address of your PC using the ipconfig com-
mand.

IP addresses can be assigned manually (see Static IP address) or automatically (see
Dynamic IP address).

On the Internet Domain names are normally used instead of the IP addresses. DNS is
used to assign Domain names to IP addresses.

The Gigaset SE551 WLAN dsl/cable has a Private IP address and a Public IP address.

IP address pool

The Gigaset SE551 WLAN dsl/cable IP address pool defines a range of IP addresses that
the router's DHCP Server can use to assign Dynamic IP addresses.

IPSec
Internet Protocol Security

The term IPSec covers a number of Protocols used for encrypted transmission of data
packets over the Internet. IPSec uses digital certificates for device authentication. IPSec
is offered by Internet Service Providers for implementing Virtual Private Networks
(VPN).

See also: PPTP, L2TP

ISP

Internet Service Provider see Internet Service Provider
L2TP

Layer Two Tunneling Protocol

L2TP is an extension of PPTP and is offered by Internet Service Providers for implement-
ing Virtual Private Networks (VPN). It covers most of the features of PPTP but with less
overhead and is better for managed networks.
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LAN

A local network links network components so that they can exchange data and share
resources. The physical range is restricted to a particular area (a site). As a rule the users
and operators are identical. A local network can be connected to other local networks
or a wide-area network (WAN) such as the Internet.

You can use the Gigaset SE105 dsl/cable to set up both a wired local Ethernet network
and also as wireless network as per the IEEE 802.11g standard.

Local IP address

See Private IP address

MAC address

Media Access Control

The MAC address is used for the globally unique identification of a Network adapter. It
comprises six parts (hexadecimal numbers), e. g. 00-90-96-34-00-1A. The MAC address
is assigned by the network adapter manufacturer and cannot be changed.

Mbps

Million bits per second

Specification of the transmission speed in a network.

MRU
Maximum Receive Unit

The MRU defines the maximum payload data within a data packet.

MTU
Maximum Transmission Unit

The MTU defines the maximum length of a data packet that can transported over the
network at a time.

NAT
Network Address Translation

NAT is a method for implementing IP addresses (mostly Private IP addresses) in a net-
work on one or more Public IP addresses on the Internet. With NAT several network com-
ponents in a LAN can share the router's public IP address to connect to the Internet. The
network components of the local network are hidden behind the router's IP address reg-
istered on the Internet. As a result of this security function NAT is frequently used as part
of the network Firewall. If you want to make services on a PC on the local network avail-
able on the Internet despite NAT, you can configure the Gigaset SE551 WLAN dsl/cable
as a Virtual server.

Network

A network is a group of devices connected in wired or wireless mode so that they can
share resources such as files and peripherals. A general distinction is made between
local networks (LAN) and wide-area networks (WAN).

89



Glossary

Network adapter

The network adapter is the hardware device that realises the connection of a network
component to a local network. The connection can be wired or wireless. A wired net-
work adapter is for example an Ethernet network card. Wireless network adapters are for
example the Gigaset PC Card 108 and Gigaset USB Adapter 108.

A network adapter has a unique address, the MAC address.

Port

Data is exchanged between two applications in a network via a Port. The port number
addresses an application within a network component. The combination of IP address/
port number uniquely identifies the recipient or sender of a data packet within a net-
work. Some applications (e. g. Internet services such as HTTP or FTP) work with fixed
port numbers, others are allocated a free port number every time they need one.

Port Forwarding

In Port Forwarding the Gigaset SE551 WLAN dsl/cable directs data packets from the
Internet that are addressed to a particular Port to the corresponding port of the appro-
priate network component. This enables servers on the local network to offer services
on the Internet without them needing a Public IP address.

See also: Virtual server

PPPOE
Point-to-Point Protocol over Ethernet

PPPoE is a Protocol for connecting network components in a local wired network to the
Internet via a modem.

PPTP

An Internet connection using PPTP Protocol that creates a "tunnel” within an Internet
connection for secure private connection in which the data is sent in encrypted form.
The PPTP protocol is used in a Virtual Private Network (VPN).

Private IP address

The private IP address is is a network component's address on the local network (LAN).
The network operator can assign any address he or she wants. Devices that act as a link
from a local network, such as the Gigaset SE551 WLAN dsl/cable, have a private and a
Public IP address.

Protocol

A protocol describes the agreements for communicating on a network. A protocol con-
tains rules for opening, administering and closing a connection, about data formats,
time frames and error handling. Communications between two applications require dif-
ferent protocols at various levels, e. g. the TCP/IP protocols for the Internet.

Public IP address

The public IP address is a network component's address on the Internet. It is assigned
by the Internet Service Provider. Devices that act as a link from a local network, such as
the Gigaset SE551 WLAN dsl/cable, have a public and a Private IP address.
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Re-key Interval

The re-key interval is the period after which new keys are automatically generated for
data encryption with WPA-PSK.

Remote Management

Remote Management describes the possibility of administering a network from a net-
work component that is not on the local network (LAN) itself.

Roaming

Roaming involves the use of several routers to extend the range of a network. The PCs
on the network can switch dynamically between several Access Points.

Router

A router directs data packages from one local network (LAN) to another via the fastest
route. A Router permits the connecting of network with different network technologies.
For example, it can link a local network with Ethernet or WLAN technology to the Inter-
net.

See also: Bridge, Switch, Hub, Gateway

Server

A Server makes a service available to other network components (Clients). Frequently
the term Server is used for a computer. But it can also mean an application that provides
a particular service such as DNS or Web service.

SMTP

Simple Mail Transfer Protocol

The SMTP Protocol is part of the TCP/IP protocol family. It governs the exchange of elec-
tronic mail on the Internet. Your Internet Service Provider provides you with access to
an SMTP server.

SSID

Service Set Identifier

The SSID identifies the stations of a wireless network (WLAN). All the wireless network
components with the same SSID form a shared network. The SSID can be freely
assigned.

Static IP address

A static IP address is assigned to a network component manually during network con-
figuration. Unlike a Dynamic IP address, a static IP address never changes.

Subnet mask

The subnet mask determines how many parts of the IP addresses of a network represent
the network number and how many the computer number.

The subnet mask administered by the Gigaset SE551 WLAN dsl/cable is always
255.255.255.0. That means the first three parts of the IP address form the network
number and the final part is used for assigning computer numbers. The first three parts
of the IP address of all network components are in this case always the same.
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Super G

Super G technology can increase the transmission rate in the network to up to 108 Mbps
by using channel bundling.

Subnetwork

A subnetwork divides a network into smaller units.

Switch

A Switch, like a Hub, is an element for linking different network segments or compo-
nents. Unlike a hub, the switch has its own intelligence that enables it to further packets
to only that subnetwork or network component they are meant for.

See also: Bridge, Hub, Router, Gateway

TCP
Transmission Control Protocol

The TCP Protocol is part of the TCP/IP protocol family. TCP handles data transport
between communication partners (applications). TCP is a session-based transmission
protocol, i.e. it sets up, monitors and terminates a connection for transporting data.

See also: UDP

TCP/IP

Protocol family on which the Internet is based. IP form the basis for every PC-to-PC con-
nection. TCP provides applications with a reliable transmission link in the form of a con-
tinuous data stream. TCP/IP is the basis on which services such as WWW, Mail and News
are built. There are other protocols as well.

Tunneling

Tunneling is a procedure in which the data traffic of the one Protocol is transmitted with
the help of a different protocol. For example, data packets of a private network can be
packed in IP packets and transported over the Internet as if in a tunnel. Tunneling pro-
cedures are used nowadays for the secure transmission of data in a Virtual Private Net-
work (VPN). The IP packages from a local network are encrypted and transmitted over
the Internet using a tunnelling protocol (e. g. PPTP).

UDP

User Datagram Protocol

UDP is a Protocol of the TCP/IP protocol family that handles data transport between com-
munication partners (applications). Unlike TCP UDP is a non-session based protocol. It
does not establish a fixed connection. The data packets, so-called datagrams, are sent
as a Broadcast. The recipient is responsible for making sure the data is received. The
sender is not notified about whether it is received or not.

UPnP

Universal Plug and Play

UPnP technology is used for the spontaneous linking of home or small office networks.
Devices that support UPnP carry out their network configuration automatically once

they are connected to a network. They also provide their own services or use services of
other devices on the network automatically.
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URL
Universal Resource Locator

Globally unique address of a Domain on the Internet.

Virtual server

Avirtual Server provides a service on the Internet that runs not on itself but another net-
work component. The Gigaset SE551 WLAN dsl/cable can be configured as a virtual
server. It then directs incoming calls for a service via Port Forwarding directly to the
appropriate Port of the network component in question.

VPN

AVPN is a network connection in which the data are transmitted over the Internet using
special Tunneling protocols (e. g. PPTP, L2TP, IPSec) securely, i.e. encrypted. VPNs are
used to connect private networks at different locations with each other without having
to lease a transmission line. The Internet is used instead.

WAN

Wide Area Network

A WAN is a network that is not restricted to one particular area, such as the Internet. A
WAN is run by one or more public providers to enable private access. You access the
Internet via an Internet Service Provider.

WEP

Wired Equivalent Privacy

WEP is a security protocol defined in the IEEE 802.11 standard. It is used to protect wire-
less transmissions in a WLAN against unauthorised access through Encryption of the
data transmitted.

Wireless network

See WLAN

WLAN
Wireless LAN

Wireless LANs enable network components to communicate with and access a network
using radio waves as the transport medium. A wireless LAN can be connected as an
extension to a wired LAN or it can form the basis for a new network. The basic element
of a wireless network is the so-called wireless cell. This is the area where the wireless
communication takes place. A WLAN can be operated in Ad-hoc mode or Infrastructure
mode.

WLAN is currently specified in Standard IEEE 802.11. The Gigaset SE551 WLAN dsl/cable
complies with Standard 802.11g.
WPA

WPA was developed to improve security provided by WEP. To generate keys, WPA uses
more complex methods, e.g. TKIP (Temporal Key Integrity Protocol). In addition, WPA
can use an authentication server (e.g. a RADIUS server) to increase security.
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WPA-PSK

WPA Preshared Key: Variant of WPA data encryption, in which new keys are automati-
cally generated at regular intervals by means of a keyword (Pre-shared key). The key is
updated after defined periods (Re-key Interval).

XR

eXtended Range

The Access Point's XR function (Extended Range) is activated if the range is too large to
establish a connection. It increases the range and, at the same time, decreases the
transmission rate.
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